**Dotazník pro zpracování nabídky certifikace podle standardu ISO 27001:2005**

|  |
| --- |
| **Údaje o organizaci** |
| Název organizace:       | Právní forma organizace:       |
| Příslušnost ke koncernu:       | Počet zaměstnanců (celkově):      Počet zaměstnanců (oblast certifikace):       |
| Zaměření organizace/činnost:       | NACE:       |
| Rozsah certifikace[ ]  celý podnik[ ]  omezený na:       |  Certifikát včetně [ ]  výpočetní centrum [ ]  síť[ ]  servis pro uživatele [ ]  vývoj SW |
| Již certifikovaná oblast: [ ]  ISO 27001 [ ]  ISO 9001 [ ]  14001/EMAS [ ]  OHSAS 18001 [ ]  TS16949/VDA [ ]  jiné:       Platnost certifikátu (-ů) do:       |
| **Kontaktní osoba**: (např.: ředitel, manažer IT popř. IS, vedení výpočetního centra, …) |
| Jméno, příjmení:       | Funkce:       | Tel.:       |
| e-Mail:       |
| Jméno, příjmení:       | Funkce:       | Tel.:       |
| e-Mail:       |
| **Hlavní sídlo:** |
| Místo:       | PSČ:       | Ulice:       | (1)Počet pracovních stanic:      (2)Počet serverů:       |
| Telefon:       | Fax:       | www adresa:       |
| **Další provozy v oblasti působnosti (bez dálkových pracovišť):** |
| Činnosti v **provozu 1**: [ ]  výpočetní centrum [ ]  uživatelský servis [ ]  síť [ ]  vývoj SW |
| Místo:       | PSČ:       | Ulice:       | (1)Počet pracovních stanic:      |
| (2)Počet serverů:       |
| Činnosti v **provozu 2**: [ ]  výpočetní centrum [ ]  uživatelský servis [ ]  síť [ ]  vývoj SW |
| Místo:       | PSČ:       | Ulice:       | (1)Počet pracovních stanic:       |
| (2)Počet serverů:       |
| **Informačně-bezpečnostní aspekty (vždy prosím uvádějte včetně externích pracovníků popř. nakupované služby v oblasti IT)**Jestliže nejsou k dispozici přesné údaje nebo si tyto vyžadují značnou náročnost, uveďte prosím odhad v řádech. |
| (3)Počet systémových administrátorů:       | (4)Počet pracovníků vývoje SW:       |
| (5)Počet dálkových přístupů (např. VPN):       | (6)Počet zón s omezeným přístupem:       |
| Počet externích dodavatelů IT (Internet, software, hardware, outsourcing):       | (7)Počet kritických aplikací:       |
| (8) Maximální doba výpadku certifikovaných činností (v hodinách):       | Citlivá data: [ ]  téměř žádná [ ]  některá [ ]  hodně |
| (9)Používání kryptování dat: [ ]  ano [ ]  ne | (10)e-Commerce: [ ]  ano [ ]  ne |
|  | (11)e-Cash: [ ]  ano [ ]  ne |
| (12) Používané operační systémy:       |
| **Audit:** |
| Jazyk dokumentace: [ ]  český, [ ]  slovenský, [ ]  polský, [ ]  anglický, [ ]  německý, [ ]  ruský |
| Jazyk auditu: [ ]  český, [ ]  slovenský, [ ]  polský, [ ]  anglický, [ ]  německý, [ ]  ruský |
| Požadovaný auditor:       Požadované datum realizace auditu:        |
| **Požaduji nabídku na integrovaný audit systému ISO 27001:2005 se standardem**  |
| [ ]  **ISO 20000-1:2005** **nebo s některým z níže uvedených standardů (ve spolupráci s Požadované Austria GmbH, organizační složka):**[ ]  ISO 9001 [ ]  14001/EMAS [ ]  TS16949/VDA [ ]  HACCP [ ]  OHSAS 18001 [ ]  SCC/SCP[ ]  jiné:        |
| **Poradenské služby:**  |
| Jméno poradenské společnosti:       |

Další podklady, které jsou v případě zakázky součástí smlouvy:

* Všeobecné obchodní podmínky CIS, dokument č. d007 cze
* CIS – Certifikační postup podle dokumentu č. d011 cze
* Tarify/poplatky za CIS služby, dokument č. d018 cze (v platném znění)

|  |  |  |
| --- | --- | --- |
|      ,       |  |       |
| místo,datum |  | podpis s firemním razítkem |

DĚKUJEME ZA VYPLNĚNÍ DOTAZNÍKU, ODEŠLETE JEJ PROSÍM NA EMAILOVOU ADRESU:

office.cz@cis-cert.com